Installing certificates on Windows 8 PC’s

Willunga High School offers two different ways to connect to the internet. To access the internet each device will need a certificate installed on their machine. On school owned devices this is done automatically for you, however if you are connecting your own device you will need to do this before being able to connect.

Please follow the below on how to install certificates on your device.

1. Click on install certificate

![Certificate Information](image)

   - **Issued to:** SAEDU Root CA
   - **Issued by:** SAEDU Root CA
   - **Valid from:** 29/05/2012 to 29/05/2062

2. Select local machine and continue
3. Click on Place all certificates

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for the certificate.

- Automatically select the certificate store based on the type of certificate
- Place all certificates in the following store

Certificate store:

Trusted Root Certification Authorities

4. You have now installed the SAEDU Cert in the following store and click Browse. You can now click Finish Select Trusted Root Certification Authorities.
Completing the Certificate Import Wizard

The certificate will be imported after you click Finish.

You have specified the following settings:

<table>
<thead>
<tr>
<th>Certificate Store Selected by User</th>
<th>Trusted Root Certification Authorities</th>
</tr>
</thead>
<tbody>
<tr>
<td>Content</td>
<td>Certificate</td>
</tr>
</tbody>
</table>

Repeat the process for the 0909-MWG-CA.cer.